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NCIS Mission and Vision

Problem Statement: FAA Programs are not leveraging EIM and 

cloud and must find ways to accelerate development while reducing risk 

Mission: Partner with Programs to innovate, form fit and accelerate 

cloud and enterprise infrastructure adoption for FAA modernization

Vision:

– Accelerate innovation to key strategic initiatives

– Streamline modernization development & acquisition (i.e., Sandbox, 
vehicles)

– Improve efficiency in development cost & deployment (i.e., prototype 
to Ops)



IaaS
• CSP assumes 

responsibility for 

servers, storage, 

OS and network 

PaaS
• CSP assumes 

responsibility 

for IaaS, 

runtime 

libraries and 

middleware

SaaS
• CSP assumes  

responsibility 

for everything 

but data

On Premise
• Owner assumes 

full responsibility

Owner Responsibility

CSP Responsibility

(e.g. AWS EC2, S3, 

Azure compute, 

RedHat, Windows) (e.g. AWS RDS,  

Azure SQL DB)

(e.g. Office 365)
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FAA Cloud Services (FCS) Offerings
FCS Clouds Security and 

Compliance 

Highlights

Key Considerations Network

Access

AWS Government 

Community Cloud 

Mission Support

• ITAR

• FedRAMP Mod

• Security Control 

Inheritance

• Cost slightly higher than Public

• Fewer services than AWS 

Commercial

• Extension of FAA mission support 

network (FAA IPs)

• FTI

• No Internet 

Access planned 

AWS Public Mission

Support

• FedRAMP Mod

• Security Control 

Inheritance

• Extension of FAA mission support 

network (FAA IPs)
• FTI

• Internet

accessible via TIC

Azure Public Mission 

Support

• FedRAMP Mod

• Security Control 

Inheritance

• Extension of FAA mission support 

network (FAA IPs)
• FTI

• No Internet 

Access planned.

AWS Public External • FedRAMP Mod

• Security Control 

Inheritance

• Internet accessible (Public IPs) • Uses CSP 

internet, not via 

FAA TIC

AWS Public • FedRAMP Mod

• No Security 

Control 

Inheritance

• Internet accessible (Public IPs) • Uses CSP 

internet, not via 

FAA TIC

Under Consideration 

TBD Government 

Community Cloud NAS

• FedRAMP High • FAA NAS Ops IPs and network TBD
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• Cloud Services
– FCS architecture and interface documentation for deployment

– Develop Service Model in support of future program cost planning 

– Develop AMS-compliant process for ‘Commoditized’ Service Catalog

• EIM Service
– EIM architecture documentation for solution vendor integration

– EIM Service interface documentation 

– Cost and Performance Model for future cost-estimation projections

• Deployment and Operations Support

– Deployment and operations support for SWIM Cloud (SCDS)

NCIS Immediate Goals and Priorities


